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											Data protection Information Website

Website www.ursa.com

We are pleased about your visit on this Website. We are committed to protect your personal data and comply with applicable data protection law, in particular the EU General Data Protection Directive (“GDPR“).

In this data protection information, we explain which information (including personal data) are processed by us in connection with your visit and use of our aforementioned digital offer (“Website”) the employment relationship.

I. Who is responsible for the processing of personal data?

The controller responsible for the processing of personal data is URSA INSULATION, SA, Paseo de Recoletos, 3, 28004 Madrid. Any reference to “we” or “us” in this data protection information is a reference to the aforementioned entity.

Our Data Protection Coordinator may be contacted to the indicated address or via this e-mail address: privacy@ursa.com.

II. Which principles do we observe?

In order compliance with applicable data protection law, we only process your personal data on the basis of a statutory authorization or if you have declared your consent. This also applies to the processing of personal data for marketing purposes.

On this Website, we may collect information that does not allow us to draw any direct conclusions about your person. In certain cases – especially when combined with other data – this information can nevertheless be considered as “personal data” under applicable data protection law. Furthermore, we may also collect information on this Website that does not enable us to identify you, directly or indirectly; this is the case, for example, with aggregated information about all users of this Website.

III. Which data do we process?

You can access our Website without entering personal data (such as your name, your postal address or your e-mail address). Also, in this case, we must process certain information to enable you to access our Website. In addition, we use certain analysis methods on this Website and have integrated third-party functionalities (“social plug-ins”).

	Logfiles: When you visit this Website, our web server automatically stores the domain name or IP address of the requesting computer (usually a computer of your internet access provider) including the date, time and duration of your visit, the subpages/URLs you visit and information about the application(s) and terminal(s) you use to view our pages.
	Cookies: In order to make our Website as user-friendly as possible, we – like many other website operators – use cookies. Cookies are small text files that are stored in your browser. These files help us to recognize certain preferences of our visitors when surfing and to design our site accordingly. Most of the cookies we use are session cookies. They are automatically deleted at the end of your visit. However, we also use permanent cookies. These serve to improve user guidance. Our cookies do not collect any personal data and are not suitable for identifying you on third-party Websites. You can set your browser so that it informs you about the placement of cookies so that the use of cookies becomes transparent for you. In principle, you can also refuse the acceptance of cookies via your browser settings. However, this may mean that you may not be able to use all the functions of the Website.
	Website analysis via Google Analytics: We use Google Analytics, a web analysis service of Google Inc, 1600 Amphitheatre Parkway, Mountain View, CA 94043, USA (“Google”), on our Website to continuously improve our Website. Google Analytics uses cookies that are stored on your computer and which enable an analysis of the use of the Website. The information generated by the cookie about your use of this Website is usually sent to a Google server in Europe (or in a member state of the European Economic Area) for the anonymization of the IP address so that a personal reference is excluded. Only after the IP address was anonymized the shortened IP address is transferred to a Google server in the US and stored there. Only in exceptional cases the full IP address will be transferred to a Google server in the US and shortened there. This Website uses Google Analytics with an extension for the anonymous collection of IP addresses (so-called IP masking). On our behalf, Google will use the collected information to evaluate your use of the Website, to compile reports on Website activity, and to provide us with other services relating to Website use. The IP address transmitted by your browser in the context of Google Analytics is not combined with other Google data. You may refuse the use of cookies by selecting the appropriate settings on your browser. However, we would like to point out that in this case, you may not be able to use all functions of this Website in full. You can also prevent Google from collecting the data generated by the cookie and relating to your use of the Website (including your IP address) and from processing this data by Google by downloading and installing the browser plug-in available under the following link: http://tools.google.com/dlpage/gaoptout?hl=en. An opt-out cookie is set which prevents the future collection of your data when you visit this Website. Further information on data protection at Google Analytics can be found at here https://www.google.com/analytics/terms/gb.html and here https://support.google.com/analytics/answer/6004245?hl=en
	Facebook Social Plugin: We have integrated a button of the social network Facebook (1601 South California Avenue, Palo Alto, CA 94304, USA – facebook.com) on our Website. You can recognize the Facebook buttons by the Facebook logo or the “Like” button. As the operator of this Website, we have no knowledge of the content of the transmitted data or its use by Facebook. We do not know when you clicked which button. For more information on how Facebook uses your information, please see Facebook’s Privacy Policy https://www.facebook.com/about/privacy/update .
	Twitter button: Our Website uses the buttons of the Twitter service. These buttons are provided by Twitter Inc, 795 Folsom St., Suite 600, San Francisco, CA 94107, USA. They are recognizable by terms such as “Twitter” or “Follow”, combined with a stylized bluebird. With the help of the buttons, it is possible to share a post or page of this offer on Twitter or to follow the provider on Twitter. When you access an area of our Website that contains such a button, your browser establishes a direct connection to Twitter’s servers. The content of the Twitter button is transmitted directly from Twitter to your browser. We, therefore, have no influence on the amount of data Twitter collects with the help of these plug-ins and inform you exclusively on the basis of the information available to us. Thereafter, only your IP address and the URL of our Website will be transmitted when the button is purchased, but will not be used for any other purposes than the display of the button. Further information can be found in the Twitter data protection declaration at http://twitter.com/privacy.
	Google+ button: Our Website uses the “+1″ button of the social network Google Plus, which is operated by Google Inc, 1600 Amphitheatre Parkway, Mountain View, CA 94043, United States (“Google”). The button can be recognized by the sign “+1″ on a white background. When you visit an area of our Website that contains such a button, your browser establishes a direct connection to Google’s servers. The content of the “+1″ button is transmitted by Google directly to your browser and integrated into the Website. We, therefore, have no control over the amount of data Google collects using the button, but we assume that your IP address will also be recorded. The purpose and scope of the data collection and the further processing and use of the data by Google as well as your rights and setting options for the protection of your privacy can be found in Google’s privacy policy for the “+1″ button: https://developers.google.com/+/web/buttons-policy. If you are a Google Plus member and do not want Google to collect data about you via our Website and link it to your membership data stored on Google, you must log out of Google Plus before visiting our Website.
	Information request options. We provide a variety of information and consulting options via the contact form on our Website. Depending on the option you choose, we process different personal data:


	Information via mail/email. If you have asked for information material to be sent, we will process the data you provide in the contact form, at least your name and surname and the details of the contact channel you have chosen (mail and/or e-mail) for the one-off dispatch of the material you have requested.
	Consulting via telephone. If you have asked for consulting via telephone, we will process the data you provide in the contact form, at least your surname and first name as well as your telephone number in order to provide the desired consultation via telephone.
	Personal consultation. If you have asked for a personal consultation, we will process the data you provide in the contact form, at least your surname and first name as well as your telephone number and/or e-mail address, in order to contact you to arrange a personal consultation appointment.


 

IV. For which purposes and on which legal basis do we process your personal data?

	We process personal data possibly contained in log files to enable you to use our Website; this processing is based on Article 6 para 1 f) GDPR for the purposes of our justified interest in operating our Website.
	We process the data collected by the use of cookies and pseudonymized user profiles in order to perform direct marketing, market research and further develop our digital offers on the basis of user needs on the basis of Article 6 para 1 f) GDPR for the purposes of our justified interest in analyzing the use of our Website.
	We process the data provided to use our information and consulting options to provide you with the selected option We process this personal data on the basis of your consent and according to Article 6 (1) a) GDPR. Please note that can revoke your consent at any time without giving reasons with effect for the future by simply contacting us via the contact channels indicated on the first page of this data protection information..
	We may process the data processed in connection with your use of our Website also for compliance with legal obligations to which we are subject; this processing is based on Article 6 para 1 c) GDPR
	To the extent necessary, we process personal data (in addition to the processing for the purposes of the employment relationship or to comply with legal obligations) for the purposes of our justified interests or the justified interests of a third party on the basis of Article 6 para 1 f) GDPR. Justified interest may include:
	the establishment of or defence against legal claims
	the prevention and investigation of criminal offences
	management and further development of our business operations including risk management



	
	





V. Are you obliged to provide data?

The information required for the registration for our newsletter, the provision of information and consulting, the execution of online orders or the registration as a user or the creation of a customer account are marked as mandatory information in the corresponding area of the Website (e.g. an online form); without the provision of the mandatory information, we cannot enable you to use the respective functionality.

If we collect additional data from you, we will inform you if the provision of such information is based on a legal or contractual obligation or necessary for the performance of an agreement. We usually indicate which information may be provided voluntarily and is neither based on a legal or contractual obligation nor necessary for the purposes of an agreement.

VI. Who obtains or has access to your data?

Your personal data are generally processed within our company. Depending on the categories of personal data, only dedicated departments / organizational units are granted access to your personal data. Such units include in particular the departments responsible for our digital offers (e.g. Websites) and our IT department. Based on a role/rights management concept, access to personal data is limited to the functions and the extent necessary for the respective purpose of the processing.

If and to the extent permitted by law, we may transfer your personal data to recipients outside of our company. Such external recipients may include

	affiliated companies within the Xella group, to which we may transfer personal data.
	service providers that – on the basis of separate agreements with us – provide certain services possibly including the processing of personal data, as well as approved subcontractors of our service providers;
	private or public bodies, to the extent we are obliged to transfer your personal data on the basis of a legal obligation to which we are subject;


VII. Do we use automated decision-making?

In connection with the operation of our Websites, we generally do not use automated decision-making (including profiling) within the meaning of Article 22 GDPR. If we apply such processes in the future, we will inform you separately in accordance with the applicable statutory provisions.]

VIII. Are data transferred to countries outside the EU / the EEA?

Personal data is processed generally within the European Union or the European Economic Area; we do not intend to transfer personal data to other countries.

Only in connection with the use of service providers to provide web analysis services information maybe be transferred to recipients in so-called “third countries”. “Third countries” means countries outside the European Union or the Agreement on the European Economic Area, where a level of data protection comparable to that in the European Union cannot be readily assumed.

If the information transferred contain personal data, we ensure before such a transfer that the necessary adequate level of data protection is guaranteed in the respective third country or with the recipient in the third country. This may result in particular from a so-called “adequacy resolution” of the European Commission, which establishes an appropriate level of data protection for a certain third country as a whole. Alternatively, we can also base data transmission on the so-called “EU standard contract clauses” agreed with a recipient or – in the case of recipients in the USA – on compliance with the principles of the so-called “EU-US Privacy Shield”. We will be happy to provide you with further information on the appropriate and appropriate guarantees for maintaining an appropriate level of data protection upon request; the contact details can be found at the beginning of this data protection information. Information on the participants of the EU-US Privacy Shield can also be found here www.privacyshield.gov/list.

IX. How long are your data stored?

We generally store personal data as long as we have a justified interest in the retention of such data and there the interest of the data subject in refraining from further processing does not prevail. Even without a justified interest, we may continue to store the data if there is a legal obligation (e.g. to comply with statutory retention obligations). We delete personal data even without an action by the data subject as soon as further retention is no longer necessary for the purposes for which the data were collected or otherwise processed or if further retention is not permitted by law otherwise.

As far as the aforementioned processing is concerned, we regularly

	delete the log data within seven days, if further storage is not required for purposes provided for by law, such as the detection of misuse and the detection and rectification of technical faults;
	delete the data processed in the context of an online order after the expiration of statutory retention periods; and
	delete the data processed in the context of registration as a user or a customer account after termination of registration or the deletion oft he customer account


If personal data need to be stored to comply with a legal obligation, such data is retained until the end of the respective retention period. If personal data are only processed to comply with a statutory retention obligation, the access to such data is usually restricted so that the data are only accessible if needed for the purpose of the retention obligation.

X. What are your rights as a data subject?

As a data subject, you may

	request access to your personal data, Article 15 GDPR;
	request the rectification of incorrect personal data, Article 16 GDPR;
	request the erasure of your personal data, Article 17 GDPR;
	request the restriction of the processing of your personal data, Article 18 GDPR;
	exercise your right to data portability, Article 20 GDPR;
	object the processing of your personal data, Article 21 GDPR.


The aforementioned rights may be asserted against us, e.g. by providing notice to us via the contact details specified on the first page of this data protection information.

In case of further questions, you may also get in touch with our Data Protection Coordinator by sending an e-mail to privacy@ursa.com.

In addition, you are entitled to lodge a complaint regarding the handling of your personal data with the competent supervisory authority, Article 77 GDPR.

* * *

										

																			
											Data protection information to our customers

We are committed to protect your personal data and comply with applicable data protection law, in particular the EU General Data Protection Directive (“GDPR”) and, and we only process your personal data on the basis of a statutory provision or if the data subject has declared consent.

In this data protection information, we explain which information (including personal data) are processed by us in connection with the business relationship between you and us.

I. Who is responsible for the processing of personal data?

The controller responsible for the processing of personal data is URSA INSULATION, SA, Paseo de Recoletos, 3, 28004 Madrid. Any reference to “we” or “us” in this data protection information is a reference to the aforementioned entity.

Our data protection coordinator may be contacted via the aforementioned means or via privacy@ursa.com.

II. Which data do we process?

The performance of our business relationships requires the processing of data related to our customers. If this data concern a natural person (e.g. if you are a single trader and enter into a business relationship with us), it is considered as personal data. Regardless of the legal form of our contract partners, we process data concerning the contact persons acting for a customer.

Please make this data protection information available to the persons within your organization that are involved in the business relationship with us (“contact persons“)

	Basic data: We process certain general data concerning our customers and the contact persons as well as the business relationship with us, collectively “basic data”. Basic data include a) any information provided to us in the course of establishing a business relationship or requested by us from our customers or a contact person (e.g., name, address and other contact details; and b) any information collected and processed by us in connection with the establishment of the business relationship (e.g., the details of the agreements entered into)
	Performance data: We process personal data collected in the course of the business relationship other than by merely updating basic data and that we refer to as “performance data”. Performance data include: a)Information on the performance of contractual obligations by our customers on the basis of the agreements entered into; b) Information on the performance of contractual obligations by us on the basis of the agreements entered into; c) Information provided by a customer or a contact person in the course of our business relationship, be it actively or upon our request; and d) personal data that are provided to us in the course of our business relationship by our customer, a contact person or by third parties;
	To the extent permitted by law, we can add personal data provided by third parties to the aforementioned basic and performance data. Such data may include information regarding the commercial standing / rating of our customers if necessary for the assessment of financial risks (e.g. late payments).a) Information on the performance of contractual obligations by our customers on the basis of the agreements entered into.


III. For which purposes and on which legal basis do we process your personal data?

	We process basic, performance and usage data for the performance of the contractual relationships with our customers or for pre-contractual measures on the basis of Article 6 para 1 b) GDPR. Regardless of the legal form of our customers, we process basic and performance data concerning one or more contact persons for the purpose of our justified interest in the performance of the business relationship on the basis of Article 6 para 1 f) GDPR.
	We may process basic, performance and usage data also for compliance with legal obligations to which we are subject; this processing is based on Article 6 para 1 c) GDPR. Legal obligations may in particular include the mandatory disclosure of personal data to (tax) authorities. To extent necessary, we process personal data (in addition to the processing for the purposes of the business relationship or to comply with legal obligations) for the purposes of our justified interests or the justified interests of a third party on the basis of Article 6 para 1 f) GDPR.

Justified interest may include:
	group-wide processes for internal administration of customer data
	the establishment of or defence against legal claims
	the prevention and investigation of criminal offences
	maintenance of security for our information technology systems
	the maintenance of security of our premises and infrastructure
	management and further development of our business operations including risk management


If we provide to a natural person the option to declare a consent in the processing of personal data, we process the personal data covered by the consent for the purposes specified in such consent on the basis of Article 6 para 1 a) GDPR.

	Please note that the declaration of consent is voluntarily, that failure to declare consent or the withdrawal of a consent may, nevertheless, have consequences, and we will inform about such consequences before you are given the option to declare your consent consent may be withdrawn at any time with effect for the future, e.g. by providing notice to us via mail, fax, email using the contact information specified on the first page of this data protection notice.


IV. Is there an obligation to provide personal data?

The provision of the basic and performance data specified in section II above is necessary for entering into and maintaining a business relationship with us, unless specified otherwise before or at collection of the data. Without the provision of these data, were are not able to enter into and maintain a business relationship.

If we collect additional data, we will indicate if the provision of such information is based on a legal or contractual obligation or necessary for the performance of an agreement. We usually indicate which information may be provided voluntarily and is neither based on a legal or contractual obligation nor necessary for the purposes of an agreement.

V. Who has access to personal data?

Personal data are generally processed within our company. Depending on the categories of personal data, only dedicated departments / organizational units are granted access to your personal data. Such units include in particular the Sale department and – if data are processed via our IT infrastructure – also our IT department. Based on a role / rights management concept, access to personal data is limited to the functions and the extent necessary for the respective purpose of the processing.

If and to the extent permitted by law, we may transfer your personal data to recipients outside of our company. Such external recipients may include affiliated companies within Xella group.

Service providers that – on the basis of separate agreements with us – provide certain services possibly including the processing of personal data, as well as approved subcontractors of our service providers; private or public bodies, to the extent we are obliged to transfer your personal data on the basis of a legal obligation to which we are subject.

VI. Do we use automated decision-making?

In the course of the business relationship we generally do not use automated decision-making (including profiling) within the meaning of Article 22 GDPR. If we apply such processes in the future, we will inform data subjects separately in accordance with the applicable statutory provisions.

VII. Are data transferred to countries outside the EU / the EEA?

Personal data is processed only within the European Union or the European Economic Area; we do not intend to transfer personal data to other countries (“third countries”).

VIII. How long are your data stored?

We generally store personal data as long as we have a justified interest in the retention of such data and there the interest of the data subject in refraining from the further processing do not prevail.

Even without a justified interest, we may continue to store the data if there is a legal obligation (e.g. to comply with statutory retention obligations). We delete personal data even without an action by the data subject as soon as further retention is no longer necessary for the purposes for which the data were collected or otherwise processed or if further retention is not permitted by law otherwise.

In general, basic data and the additional data collected in the course of the business relationship at least until the end of the respective business relationship. The data are deleted in any case if the purposes for the collection or processing were achieved. This point in time may be after the end of the business relationship with us. If personal data need to be stored to comply with a legal obligation, such data is retained until the end of the respective retention period. If personal data are only processed to comply with a statutory retention obligation, the access to such data is usually restricted so that the data are only accessible if needed for the purpose of the retention obligation.

IX. What are the rights of a data subjects?

A data subject may

	request access to his/her personal data, Article 15 GDPR
	request the rectification of incorrect personal data, Article 16 GDPR
	request the erasure of his/her personal data, Article 17 GDPR
	request the restriction of the processing of his/her personal data, Article 18 GDPR
	exercise the right to data portability, Article 20 GDPR
	object the processing of his/her personal data, Article 21 DSGVO


The aforementioned rights may be asserted against us, e.g. by providing notice to us via the contact details specified on the first page of this data protection information.

In case of further questions, you may also get in touch with our data protection coordinator.

In addition, the data subject is entitled to lodge a complaint regarding the handling of personal data with the competent supervisory authority, Article 77 GDPR.

										

																			
											Data protection information to our suppliers

We are committed to protect your personal data and comply with applicable data protection law, in particular the EU General Data Protection Directive (“GDPR“) and, and we only process your personal data on the basis of a statutory provision or if the data subject has declared consent.

In this data protection information, we explain which information (including personal data) are processed by us in connection with the business relationship between you and us.

I. Who is responsible for the processing of personal data?

The controller responsible for the processing of personal data is URSA INSULATION, SA, Paseo de Recoletos, 3, 28004 Madrid. Any reference to “we” or “us” in this data protection information is a reference to the aforementioned entity.

Our data protection coordinator may be contacted via the aforementioned means or via privacy@ursa.com.

II. Which data do we process?

The performance of our business relationships requires the processing of data related to our customers. If this data concern a natural person (e.g. if you are a single trader and enter into a business relationship with us), it is considered as personal data. Regardless of the legal form of our contract partners, we process data concerning the contact persons acting for a customer.

Please make this data protection information available to the persons within your organization that are involved in the business relationship with us (“contact persons“).

	Basic data: We process certain general data concerning our customers and the contact persons as well as the business relationship with us, collectively “basic data”.

Basic data include:
	any information provided to us in the course of establishing a business relationship or requested by us from our customers or a contact person (e.g., name, address and other contact details; and
	any information collected and processed by us in connection with the establishment of the business relationship (e.g., the details of the agreements entered into)



	Performance data: We process personal data collected in the course of the business relationship other than by merely updating basic data and that we refer to as “performance data”.

Performance data include:
	Information on the performance of contractual obligations by our customers on the basis of the agreements entered into
	Information on the performance of contractual obligations by us on the basis of the agreements entered into
	Information provided by a customer or a contact person in the course of our business relationship, be it actively or upon our request; and
	personal data that are provided to us in the course of our business relationship by our customer, a contact person or by third parties



	To the extent permitted by law, we can add personal data provided by third parties to the aforementioned basic and performance data. Such data may include information regarding the commercial standing / rating of our customers if necessary for the assessment of financial risks (e.g. late payments). a) Information on the performance of contractual obligations by our customers on the basis of the agreements entered into.


III. For which purposes and on which legal basis do we process your personal data?

	We process basic, performance and usage data for the performance of the contractual relationships with our customers or for pre-contractual measures on the basis of Article 6 para 1 b) GDPR. Regardless of the legal form of our customers, we process basic and performance data concerning one or more contact persons for the purpose of our justified interest in the performance of the business relationship on the basis of Article 6 para 1 f) GDPR.
	We may process basic, performance and usage data also for compliance with legal obligations to which we are subject; this processing is based on Article 6 para 1 c) GDPR. Legal obligations may in particular include the mandatory disclosure of personal data to (tax) authorities.
	To extent necessary, we process personal data (in addition to the processing for the purposes of the business relationship or to comply with legal obligations) for the purposes of our justified interests or the justified interests of a third party on the basis of Article 6 para 1 f) GDPR.

Justified interest may include:
	group-wide processes for internal administration of customer data
	the establishment of or defence against legal claims
	the prevention and investigation of criminal offences
	maintenance of security for our information technology systems
	the maintenance of security of our premises and infrastructure
	management and further development of our business operations including risk management



	If we provide to a natural person the option to declare a consent in the processing of personal data, we process the personal data covered by the consent for the purposes specified in such consent on the basis of Article 6 para 1 a) GDPR.

Please note that the declaration of consent is voluntarily, that failure to declare consent or the withdrawal of a consent may, nevertheless, have consequences, and we will inform about such consequences before you are given the option to declare your consent consent may be withdrawn at any time with effect for the future, e.g. by providing notice to us via mail, fax, email using the contact information specified on the first page of this data protection notice.


IV. Is there an obligation to provide personal data?

The provision of the basic and performance data specified in section II above is necessary for entering into and maintaining a business relationship with us, unless specified otherwise before or at collection of the data. Without the provision of these data, were are not able to enter into and maintain a business relationship.

If we collect additional data, we will indicate if the provision of such information is based on a legal or contractual obligation or necessary for the performance of an agreement. We usually indicate which information may be provided voluntarily and is neither based on a legal or contractual obligation nor necessary for the purposes of an agreement.

V. Who has access to personal data?

Personal data are generally processed within our company. Depending on the categories of personal data, only dedicated departments / organizational units are granted access to your personal data. Such units include in particular the Sale department and – if data are processed via our IT infrastructure – also our IT department. Based on a role / rights management concept, access to personal data is limited to the functions and the extent necessary for the respective purpose of the processing.

If and to the extent permitted by law, we may transfer your personal data to recipients outside of our company. Such external recipients may include affiliated companies within Xella group.

service providers that – on the basis of separate agreements with us – provide certain services possibly including the processing of personal data, as well as approved subcontractors of our service providers; private or public bodies, to the extent we are obliged to transfer your personal data on the basis of a legal obligation to which we are subject.

VI. Do we use automated decision-making?

In the course of the business relationship we generally do not use automated decision-making (including profiling) within the meaning of Article 22 GDPR. If we apply such processes in the future, we will inform data subjects separately in accordance with the applicable statutory provisions.

VII. Are data transferred to countries outside the EU / the EEA?

Personal data is processed only within the European Union or the European Economic Area; we do not intend to transfer personal data to other countries (“third countries”).

VIII. How long are your data stored?

We generally store personal data as long as we have a justified interest in the retention of such data and there the interest of the data subject in refraining from the further processing do not prevail.

Even without a justified interest, we may continue to store the data if there is a legal obligation (e.g. to comply with statutory retention obligations). We delete personal data even without an action by the data subject as soon as further retention is no longer necessary for the purposes for which the data were collected or otherwise processed or if further retention is not permitted by law otherwise.

In general, basic data and the additional data collected in the course of the business relationship at least until the end of the respective business relationship. The data are deleted in any case if the purposes for the collection or processing were achieved. This point in time may be after the end of the business relationship with us. If personal data need to be stored to comply with a legal obligation, such data is retained until the end of the respective retention period. If personal data are only processed to comply with a statutory retention obligation, the access to such data is usually restricted so that the data are only accessible if needed for the purpose of the retention obligation.

IX. What are the rights of a data subjects?

A data subject may

	request access to his/her personal data, Article 15 GDPR
	request the rectification of incorrect personal data, Article 16 GDPR
	request the erasure of his/her personal data, Article 17 GDPR
	request the restriction of the processing of his/her personal data, Article 18 GDPR;

exercise the right to data portability, Article 20 GDPR
	object the processing of his/her personal data, Article 21 DSGVO.


The aforementioned rights may be asserted against us, e.g. by providing notice to us via the contact details specified on the first page of this data protection information.

In case of further questions, you may also get in touch with our data protection coordinator.

In addition, the data subject is entitled to lodge a complaint regarding the handling of personal data with the competent supervisory authority, Article 77 GDPR.

										

																			
											Data protection information to our employees

Processing of employee data

We are committed to protect your personal data and comply with applicable data protection law, in particular the EU General Data Protection Regulation (“GDPR”) and we only process your personal data on the basis of a statutory provision, your employment contract, or our legitimate interests, or if you have declared your consent.

In this data protection notice, we explain which information (including personal data) are processed by us in connection with your employment relationship.

I. Who is responsible for the processing of personal data?

The controller responsible for the processing of your personal data is URSA Insulation, S.A., Paseo de Recoletos, 3, 28004 Madrid, Spain, as your employer. Therefore, any reference to “we” or “us” in this data protection information is a reference to the aforementioned entity.

Our data protection coordinator may be contacted via the aforementioned means or via privacy@ursa.com.

II. Which data do we process?

The performance of your employment relationship requires the processing of personal data:

	Basic data: We process certain general data in relation to your person and your employment relationship with us, collectively “basic data”.

Basic data include:
	any information provided by you in the course of the recruitment process or that we requested from you (e.g., gender treatment, name, surname, address, telephone number, email address, date of birth, marital status, nationality, national identity card/ passport number, tax identification number, social security number, and information on your education and previous employment; and
	any information stored in connection with our hiring decision (in particular the details of your employment agreement and information on your position and seniority within our organization).



	Performance data: We process personal data collected in the course of your employment other than by merely updating your basic data and that we refer to as “performance data”.

Performance data include:
	Information on the performance of your employee tasks, such as your work / absence times, skills, and the assessment of your performance, if applicable
	Information on our performance of the employment relationship, such as our payments to you or other benefits or compensation, banking data, contribution bases, or taxes or contributions paid or payable on your behalf
	Personal data provided to us in the course of your employment, either by you actively or upon our request, or by third parties (in particular public bodies such as social insurance bodies or (tax) authorities). This may include information on sick leave, pregnancy, the birth of a child, maternity leave, disabilities, a marriage or comparable changes of marital status.



	Usage data: We process personal data collected in the course of your employment due to your use of our company infrastructure.

Usage data include:
	Information regarding your use of our information technology infrastructure (such as your business email account, internet access, landline and mobile services –data and voice-, or other applications, programs or devices provided to you); and
	Information on your use of other company infrastructure such as infrastructure collecting user data when accessed by an employee, like connected machines or time management applications.



	The aforementioned categories of data may include special categories of personal data in the sense of Article 9.1 GDPR, in particular
	Health data (e.g., the information on your inability to work due to illness, or whenever there is a claim under the insurance policies contracted to insure the employees
	Trade union membership data (only whenever this information is provided by you); and
	Biometric data –photographs- (only whenever they are provided by you).





III. For which purposes and on which legal basis do we process your personal data?

	We process basic, performance and usage data for the performance of your employment relationship with us on the basis of Article 6.1(b) GDPR.
	We may process basic, performance and usage data also for compliance with legal obligations to which we are subject; this processing is based on Article 6.1(c) GDPR. Legal obligations may in particular include the mandatory disclosure of personal data to social insurance bodies and (tax) authorities, together with general retention mandatory provisions.
	To the extent necessary, we process personal data (in addition to the processing for the purposes of the employment relationship or to comply with legal obligations) for the purposes of our justified interests or the justified interests of a third party on the basis of Article 6.1(f) GDPR.

Justified interest may include:
	group-wide processes for internal administration of employee data
	the establishment of or defence against legal claims
	the prevention and investigation of criminal offences
	maintenance of security for our information technology systems
	the maintenance of security of our premises and infrastructure
	management and further development of our business operations including risk management
	costs and headcount control within the Human Resources Department
	filling of vacancies, promotion of employees or management of geographical and functional mobility
	to obtain subsidies and subsidized financing of the available Public Aid Lines; and
	recruitment and career development processes.



	If the categories of data specified in section II above contain special categories of personal data (e.g. health data, trade union membership, biometric data), we process these data either for carrying out the obligations in the field of employment and social security and social protection law on the basis of Article 9.2(b) GDPR; on the basis of your making the data manifestly public according to Article 9.2.(e) GDPR; or for the establishment, exercise or defense of legal claims on the basis of Article 9.2(f) GDPR.
	If we provide – during the recruitment process or in the course of the employment – the option to declare a consent in the processing of personal data, we process the personal data covered by your consent for the purposes specified in such consent on the basis of Article 6.1(a) GDPR. If the consent refers to special categories of personal data (such as health data), the processing is based on Article 9.2(a) GDPR.

Please note that the declaration of your consent is always voluntarily, and neither the declaration of consent nor a later withdrawal of consent has negative consequences for the performance of your employment relationship; that failure to declare consent or the withdrawal of a consent may, nevertheless, have consequences, and we will inform you about such consequences before you are given the option to declare your consent; you may withdraw your consent at any time with effect for the future, e.g. by providing notice to us via mail, email using the contact information specified on the first page of this data protection notice.


IV. Are you obliged to provide data?

The provision of the basic, performance and usage data specified in section II above is necessary for entering into and maintaining an employment relationship with us, unless specified otherwise before or at collection of the data. Without the provision of these data, were are not able to enter into and maintain an employment relationship with you.

If we collect additional data from you, we will inform you if the provision of such information is based on a legal or contractual obligation or necessary for the performance of an agreement (in particular your employment agreement). We usually indicate which information may be provided voluntarily and is neither based on a legal or contractual obligation nor necessary for the purposes of an agreement.

V. Who obtains or has access to your data?

Your personal data are generally processed within our company. Depending on the categories of personal data, only dedicated departments / organizational units are granted access to your personal data. Such units include in particular the HR department, your managers, the Legal department in case of establishment of or defence against legal claims, and – if data are processed via our IT infrastructure – also our IT department. Based on a role / rights management concept, access to personal data is limited to the functions and the extent necessary for the respective purpose of the processing.

If and to the extent permitted by law, we may transfer your personal data to recipients outside of our company. Such external recipients may include affiliated companies within Xella group, to which we may transfer personal data for internal administration of employee data; service providers that – on the basis of separate agreements with us – provide certain services possibly including the processing of personal data, as well as approved subcontractors of our service providers; private or public bodies, to the extent we are obliged to transfer your personal data on the basis of a legal obligation to which we are subject; and business partners, to the extent the transfer of personal data (e.g. your business contact details) is necessary for the performance of your employment relationshwip with us.

VI. Do we use automated decision-making?

In the course of the recruitment process and the employment relationship we do not use automated decision-making (including profiling) within the meaning of Article 22 GDPR. If we apply such processes in the future, we will inform you separately in accordance with the applicable statutory provisions.

VII. Are data transferred to countries outside the EU / the EEA?

Generally your personal data are processed only within the European Union or the European Economic Area; we do not intend to transfer your personal data to other countries (“third countries”) except for testing of applications and maintenance of the servers of the external service provider dealing with your payroll.

In those exceptional cases where we transfer your personal data also to “third countries”, those countries do not necessarily ensure an adequate level of data protection comparable to the level in the European Union.

Prior to such third country transfer, we apply appropriate safeguards to ensure the necessary level of data protection at the recipient or in the recipient’s country. Appropriate safeguards may, in particular, consist in an adequacy decision in which the European Commission has decided that the country ensures an adequate level of protection. Alternatively, we may transfer personal data on the basis of the EU Model Clauses or – in case of recipients in the U.S – its adherence to the “EU US Privacy Shield” principles.

We provide additional information on the appropriate or suitable safeguards upon request; our contact information can be found on the first page of this data protection notice. Information on the participants in the EU US Privacy Shield can also be found here www.privacyshield.gov/list.

VIII. How long are your data stored?

We generally store your personal data as long as we have a justified interest in the retention of such data and there your interests in refraining from the further processing do not prevail.

Even without a justified interest, we may continue to store the data if there is a legal obligation (e.g. to comply with statutory retention obligations). We delete your personal data even without an action from your side as soon as further retention is no longer necessary for the purposes for which the data were collected or otherwise processed or if further retention is not permitted by law otherwise.

In general, your basic data and the additional data collected in the course of your employment are retained at least until the end of your employment. The data are deleted in any case if the purposes for the collection or processing were achieved. This point in time may be after the end of your employment relationship with us. If personal data need to be stored to comply with a legal obligation, such data is retained until the end of the respective retention period. If personal data are only processed to comply with a statutory retention obligation, the access to such data is usually restricted so that the data are only accessible if needed for the purpose of the retention obligation.

IX. What are your rights as a data subject?

As a data subject, you may

	request access to your personal data, Article 15 GDPR
	request the rectification of incorrect personal data, Article 16 GDPR
	request the erasure of your personal data, Article 17 GDPR
	request the restriction of the processing of your personal data, Article 18 GDPR
	exercise your right to data portability, Article 20 GDPR
	object the processing of your personal data, Article 21 DSGVO.


The aforementioned rights may be asserted against us, e.g. by providing notice to us via the contact details specified on the first page of this data protection notice.

In case of further questions, you may also get in touch with our data protection coordinator.

In addition, you are entitled to lodge a complaint regarding the handling of your personal data with the competent supervisory authority, Article 77 GDPR.

										

																			
											Data protection information to our business partners

Processing of business partner data

We are committed to protect your personal data and comply with applicable data protection law, in particular the EU General Data Protection Directive (“GDPR”), and we only process your personal data on the basis of a statutory provision or if the data subject has declared consent.

In this data protection information we inform you which information we process from our business partners. For the purpose of this data protection information business partners are to be those companies, function of persons, with which we do not have a contractual relationship regarding the delivery of our goods or the rendering of services, but with which we conduct nevertheless business contacts and relationships. These business contacts may be used for providing information about goods and services in single cases or also regularly. Business partners are for us i.e. official or private house builder, project developer, investors, architects, construction engineers, craftsmen and authorizes experts, who are involved in building projects or other projects, for which our products and services may be relevant (“projects”).

I.- Who is responsible for the processing of personal data?

The controller responsible for the processing of personal data is URSA INSULATION, SA, Paseo de Recoletos, 3, 28004 Madrid. Any reference to “we” or “us” in this data protection information is a reference to the aforementioned entity.

Our data protection coordinator may be contacted via the aforementioned means or via privacy@ursa.com.

II.- Which data do we process?

For the purposes of our business – namely for information about our products and services – we process data of our business partners. Insofar as these data allow conclusions to be drawn about a natural person (for example, if we process information about sole traders as business partners), these are personal data. Regardless of the legal form of our business partners, we also process data on the contact persons at our business partners.

Please make this data protection information available to the persons within your organization that are involved in the business relationship with us (“contact persons”)

Basic data: We process certain general data concerning our business partners and the contact persons as well as the business relationship with us, collectively “basic data”. Basic data include:

	all information about our business partner, which we ourselves or third parties can extract from publicly available sources about our business partner (such as name, address, other contact details and information about projects involving the respective business partner)
	the information provided to us by you or third parties working with you, if any, through a contact person (such as the details given on a business card given to us and the information provided to us in addition, such as a telephone call or telephone call) Meeting); as
	any information collected and processed by us in connection with the establishment of the business relationship (e.g., the details of the agreements entered into)


Performance data: We process personal data collected in the course of the business relationship other than by merely updating basic data and that we refer to as “performance data”. Performance data include:

	information about the activities of our business partner (e.g. projects under involvement of our business partner), which we may extract ourselves or through third parties from publicly available sources
	information about the activity of our business partner, communicated to us by them or by third parties who work with them, possibly through a contact person
	Information about the projects planned or carried out with the participation of the respective business partner with regard to our products and services or the products and services of third parties.


III.- For which purposes and on which legal basis do we process your personal data?

We process basic, performance and usage data for the performance of the contractual relationships with our customers or for pre-contractual measures on the basis of Article 6 para 1 b) GDPR. Regardless of the legal form of our customers, we process basic and performance data concerning one or more contact persons for the purpose of our legitimate interest in the performance of the business relationship on the basis of Article 6 para 1 f) GDPR.

We may process basic, performance and usage data also for compliance with legal obligations to which we are subject; this processing is based on Article 6 para 1 c) GDPR. Legal obligations may in particular include the mandatory disclosure of personal data to (tax) authorities.

To extent necessary, we process personal data (in addition to the processing for the purposes of the business relationship or to comply with legal obligations) for the purposes of our legitimate interests or the legitimate interests of a third party on the basis of Article 6 para 1 f) GDPR. Legitimate interest may include group-wide processes for internal administration of customer data the establishment of or defense against legal claims the prevention and investigation of criminal offences maintenance of security for our information technology systems the maintenance of security of our premises and infrastructure management and further development of our business operations including risk management

If we provide to a natural person the option to declare a consent in the processing of personal data, we process the personal data covered by the consent for the purposes specified in such consent on the basis of Article 6 para 1 a) GDPR.

Please note that the declaration of consent is voluntarily, that failure to declare consent or the withdrawal of a consent may, nevertheless, have consequences, and we will inform about such consequences before you are given the option to declare your consent consent may be withdrawn at any time with effect for the future, e.g. by providing notice to us via mail, fax, email using the contact information specified on the first page of this data protection notice.

IV.- Is there an obligation to provide personal data?

The provision of the basic and performance data specified in section II above is necessary for entering into and maintaining a business relationship with us, unless specified otherwise before or at collection of the data. Without the provision of these data, were are not able to enter into and maintain a business relationship.

Please also note our advice on the right to object to the processing of personal data in order to safeguard legitimate interests in para. IX.

If we collect additional data, we will indicate if the provision of such information is based on a legal or contractual obligation or necessary for the performance of an agreement. We usually indicate which information may be provided voluntarily and is neither based on a legal or contractual obligation nor necessary for the purposes of an agreement.

V.- Who has access to personal data?

Personal data are generally processed within our company. Depending on the categories of personal data, only dedicated departments / organizational units are granted access to your personal data. Such units include in particular the [#Sale department#] and – if data are processed via our IT infrastructure – also our IT department. Based on a role / rights management concept, access to personal data is limited to the functions and the extent necessary for the respective purpose of the processing.

If and to the extent permitted by law, we may transfer your personal data to recipients outside of our company. Such external recipients may include affiliated companies within Xella-group, to which we may transfer personal data for the purpose of internal administration of employee data; other business partners to whom we may transfer personal information in order to safeguard the legitimate interests of the business partner to whom the data transmitted relates; service providers that – on the basis of separate agreements with us – provide certain services possibly including the processing of personal data, as well as approved subcontractors of our service providers; private or public bodies, to the extent we are obliged to transfer your personal data on the basis of a legal obligation to which we are subject.

VII.- Do we use automated decision-making?

In the course of the business relationship we generally do not use automated decision-making (including profiling) within the meaning of Article 22 GDPR. If we apply such processes in the future, we will inform data subjects separately in accordance with the applicable statutory provisions.

VIII.- Are data transferred to countries outside the EU / the EEA?

Personal data are processed only within the European Union or the European Economic Area; we do not intend to transfer personal data to other countries (“third countries”).

IX.- How long are your data stored?

We generally store personal data as long as we have a justified interest in the retention of such data and there the interest of the data subject in refraining from the further processing do not prevail.

Even without a justified interest, we may continue to store the data if there is a legal obligation (e.g. to comply with statutory retention obligations). We delete personal data even without an action by the data subject as soon as further retention is no longer necessary for the purposes for which the data were collected or otherwise processed or if further retention is not permitted by law otherwise.

In general, basic data and the additional data collected in the course of the business relationship at least until the end of the respective business relationship. The data are deleted in any case if the purposes for the collection or processing were achieved. This point in time may be after the end of the business relationship with us. If personal data need to be stored to comply with a legal obligation, such data is retained until the end of the respective retention period. If personal data are only processed to comply with a statutory retention obligation, the access to such data is usually restricted so that the data are only accessible if needed for the purpose of the retention obligation.

X.- What rights does an data subject have?

Right of objection according to Art. 21 GDPR

An data subject has the right, at any time for reasons arising from your particular situation, to object to the processing of his/ her personal data relating pursuant to Article 6 (1) (e) or (f) GDPR; this also applies to a profiling based on these provisions. In the event of such objection, we will no longer process the personal data concerning that person, unless we can demonstrate compelling legitimate reasons for processing that outweigh the interests, rights and freedoms of the data subject, or the processing is for assertion, exercise or defense of legal claims.

When we process personal data to operate direct marketing, you have the right to object at any time to the processing of your personal data for the purposes of such advertising; this also applies to a profiling insofar as it is associated with such direct mail. If you object to processing for direct marketing purposes, your personal data will no longer be processed for these purposes.

A data subject may

	request access to his/her personal data, Article 15 GDPR
	request the rectification of incorrect personal data, Article 16 GDPR
	request the erasure of his/her personal data, Article 17 GDPR
	request the restriction of the processing of his/her personal data, Article 18 GDPR
	exercise the right to data portability, Article 20 GDPR
	object the processing of his/her personal data, Article 21 DSGVO.


The aforementioned rights may be asserted against us, e.g. by providing notice to us via the contact details specified on the first page of this data protection information.

In case of further questions, the data subject may also approach our data protection officer.

In addition, the data subject is entitled to lodge a complaint regarding the handling of personal data with the competent supervisory authority, Article 77 GDPR.

										

																			
											Data protection information marketing

We are committed to protect your personal data and comply with applicable data protection law, in particular the EU General Data Protection Directive (“GDPR”) and, and we only process your personal data on the basis of a statutory provision or if the data subject has declared consent.

In this data protection information, we provide you with the mandatory information on the processing of your personal data. In relation to this processing, we comply with applicable data protection law, in particular the EU General Data Protection Regulation (“GDPR“).

I. Who is responsible for the processing of personal data?

The controller responsible for the processing of personal data is URSA INSULATION, SA, Paseo de Recoletos, 3, 28004 Madrid. Any reference to “we” or “us” in this data protection information is a reference to the aforementioned entity.

Our data protection coordinator may be contacted via the aforementioned means or via privacy@ursa.com.

II. Which data do we process? For which purposes and on which legal basis do we process your personal data?

We would like to inform you about products, services, offers and promotions. For this purpose, we offer you the opportunity to choose between different contact channels when you give your consent.

Depending on your choice of one or more contact channels, we will process the necessary data as provided by you in the contact form, at least your surname and first name and the details of the contact channel (post, e-mail, telephone, SMS) selected by you.

We process this personal data on the basis of your consent and according to Article 6 (1) a) DSGVO

III. Is there an obligation to provide personal data? Can I withdraw my consent?

You give your consent and choose your contact channel on a purely voluntary basis. You are therefore not obliged to provide personal data. In order that we can send you the information via the desired contact channel, we require the data marked as mandatory fields in the contact form.

You can revoke your consent at any time without giving reasons with effect for the future by simply contacting us. You will also find a link to unsubscribe in each e-mail.

IV. Who has access to personal data?

We will never sell your email address of other contact data to third parties. The data will only be transferred if this is necessary to send you our information. In this context, we can also commission external service providers and other group companys, taking into account the applicable statutory regulations.

We will only share your information with the following categories of recipients to prepare and send our information to you:

	Service providers within our group of companies (e.g. to provide statistical analysis and technical maintenance for our systems).
	External service providers who provide services on our behalf and on a separate contractual basis, such as collecting your data, hosting our websites, maintaining our call center, sending e-mails or written information or providing personal advice.


In addition, we may transfer data to other recipients (e.g. public authorities) to the extent we are obliged to transfer your personal data on the basis of a legal obligation to which we are subject

V. Do we use automated decision-making?

In the course of our direct marketing activities we generally do not use automated decision-making (including profiling) within the meaning of Article 22 GDPR. If we apply such processes in the future, we will inform data subjects separately in accordance with the applicable statutory provisions.

VI. Are data transferred to countries outside the EU / the EEA?

Personal data is processed only within the European Union or the European Economic Area; we do not intend to transfer personal data to other countries.

VII. How long are your data stored?

	We generally store personal data as long as we have a justified interest in the retention of such data and there the interest of the data subject in refraining from the further processing do not prevail. Even without a justified interest, we may continue to store the data if there is a legal obligation (e.g. to comply with statutory retention obligations). We delete personal data even without an action by the data subject as soon as further retention is no longer necessary for the purposes for which the data were collected or otherwise processed or if further retention is not permitted by law otherwise.
	As far as the aforementioned processing is concerned, we will store your personal data as long as you have not withdrawn your consent or indicated otherwise that you do not want to be provided with further information from us. Also in this case, we store your contact data in order to ensure that you are not contacted following your withdrawal or objection (so called blacklist).
	If personal data need to be stored to comply with a legal obligation, such data is retained until the end of the respective retention period. If personal data are only processed to comply with a statutory retention obligation, the access to such data is usually restricted so that the data are only accessible if needed for the purpose of the retention obligation.


VIII. What are your rights as a data subject?

As a data subject you may

	request access to your personal data, Article 15 GDPR
	request the rectification of incorrect personal data, Article 16 GDPR
	request the erasure of your personal data, Article 17 GDPR
	request the restriction of the processing of your personal data, Article 18 GDPR
	exercise the right to data portability, Article 20 GDPR
	object the processing of your personal data, Article 21 DSGVO.


The aforementioned rights may be asserted against us, e.g. by providing notice to us via the contact details specified on the first page of this data protection information.

In case of further questions, you may also get in touch with our data protection coordinator by sending an e-mail to: privacy@ursa.com.

In addition, the data subject is entitled to lodge a complaint regarding the handling of personal data with the competent supervisory authority, Article 77 GDPR.

										

																			
											Data Protection Information job applicants data

We are committed to protect your personal data contained in your curriculum vitae (CV) and to comply with applicable data protection law, in particular, the EU General Data Protection Regulation (“GDPR“) and we only process your personal data on the basis of a statutory provision or if you have declared your consent.

In this data protection notice, we explain which information (including personal data) is processed by us once we have received your CV in the “career section” of our web page www.ursa.com or at the reception desk of our premises.

I. Who is responsible for the processing of personal data?

The controller responsible for the processing of your personal data is Ursa Insulation, S.A., Paseo de Recoletos, 3, 28004 Madrid, Spain (hereinafter, Ursa). Therefore, any reference to “we” or “us” in this data protection information is a reference to the aforementioned entity.

Our data protection coordinator may be contacted via the aforementioned means or via privacy@ursa.com.

II. Which data do we process?

The storage and use of your CV for future recruitment processes requires the processing of the personal data contained in your CV. This treatment will be “automated” for CVs received through the “career section” of our web page and “not automated” for CVs received at our facilities in paper format.

Ursa will process any information you have included in the web form and in your CV – in general, gender treatment, name, surname, address, telephone number, email address, date of birth, marital status, nationality, national identity card/ passport number, information on your education and previous employment, and aspects of personality, behavior or skills. The preceding categories of data may include special categories of personal data in the sense of Article 9.1 GDPR, such as your photograph, only whenever they are provided by you.

III. For which purposes and on which legal basis do we process your personal data?

We process the data contained in the “career section” and in your CV to keep you informed of the different job vacancies in our organization, as well as to evaluate you as a candidate in our personnel selection processes.

We process your data on the basis of Article 6.1(a) GDPR, i.e., on the basis of your consent. If the consent refers to special categories of personal data (such as health data), the processing is based on Article 9.2(a) GDPR.

Please note that the declaration of your consent is always voluntary. However, your lack of consent will make it impossible for us to keep your CV and process any of the personal data included in it. You may withdraw your consent at any time with effect for the future, e.g. by providing notice to us via mail or email using the contact information specified in the first section of this data protection notice.

IV. Are you obliged to provide data?

The provision of the data contained in your CV is necessary for storing the same and use the data within the context of future recruitment processes in our company. Without the provision of these data, were will not able to use your CV future recruitment processes.

V. Who obtains or has access to your data?

Your personal data are generally processed within our company and particularly by our Human Resources Department. The department concerned by the selection process may have access to your personal data as well.

If and to the extent permitted by law, we may transfer your personal data to recipients outside of our company. Such external recipients may include

	affiliated companies within the Xella group, which Ursa belongs to;
	recruitment services providers; and
	private or public bodies, to the extent we are obliged to transfer your personal data on the basis of a legal obligation to which we are subject.


VI. Do we use automated decision-making?

In the course of the recruitment process and the employment relationship, we do not use automated decision-making (including profiling) within the meaning of Article 22 GDPR. If we apply such processes in the future, we will inform you separately in accordance with the applicable statutory provisions.

VII. Are data transferred to countries outside the EU / the EEA?

Generally, your personal data are processed only within the European Union or the European Economic Area; we do not intend to transfer your personal data to other countries (“third countries”).

VIII. How long are your data stored?

We keep personal data for a maximum of one year after receiving your CV.

We will cease to keep your personal data at the end of this maximum period unless you inform us before that date of your interest in the cessation of such processing by our company. In addition, we delete your personal data as soon as further retention is no longer necessary for the purposes for which the data were collected or otherwise processed or if further retention is not permitted by law otherwise.

In the event that the applicant is finally selected to become a member of the Ursa workforce, we inform you that we will keep and process the personal data contained in your CV for the entire duration of the employment relationship, except in the event that the personal data need to be stored beyond that time to comply with a legal obligation, in which case such data is retained until the end of the respective legal retention period.

IX. What are your rights as a data subject?

As a data subject, you may

	request access to your personal data, Article 15 GDPR;
	request the rectification of incorrect personal data, Article 16 GDPR;
	request the erasure of your personal data, Article 17 GDPR;
	request the restriction of the processing of your personal data, Article 18 GDPR;
	exercise your right to data portability, Article 20 GDPR;
	object the processing of your personal data, Article 21 GDPR.


The aforementioned rights may be asserted against us, e.g. by providing notice to us via the contact details specified on the first section of this data protection information notice, sheet, together with a copy of your Identity Card or equivalent identification document. In case of further questions, you may also get in touch with our data protection coordinator by sending an email to via privacy@ursa.com.

In addition, if you consider that your data are not correctly treated by our company or that your requests to exercise rights have not been satisfactorily attended, you are entitled to lodge a complaint regarding the handling of your personal data with the competent supervisory authority, Article 77 GDPR.

X. Personal data security and confidentiality

In order to safeguard the security of your personal data, we inform you that Ursa has adopted all the necessary technical and organizational measures to guarantee the protection of the personal data provided. All of the foregoing aimed at avoiding their alteration, loss, and/or unauthorized processing or access, as required by law.

We inform you that your data will be treated with the maximum confidentiality by all the personnel involved in any of the phases of the treatment.

										

																	

								
							

						


				    

				

			


			
			
			
				
				    

						
						
							Algemene verkoopvoorwaarden

							
						


						
						
							
								
Artikel 1




Deze algemene verkoopvoorwaarden zijn van toepassing op alle huidige en toekomstige verkopen tussen URSA Benelux BV (hierna: "URSA") en de koper. In het geval een of meerdere clausules of een deel van een clausule niet geldig zou blijken te zijn, blijven de overige bepalingen van deze algemene voorwaarden onverkort van toepassing en geldig.




Artikel 2




Het contract zal bestaan uit de volgende documenten:




	de bestelbon en zijn specifiek bepaalde voorwaarden evenals de orderbevestiging
	deze algemene verkoopvoorwaarden.





Elke bestelling geplaatst door de koper impliceert zijn aanvaarding van deze verkoopvoorwaarden en de afstand van zijn eventuele eigen aankoopvoorwaarden, zelfs indien deze zelf een clausule bevatten gelijkwaardig aan de huidige.




Indien deze algemene verkoopvoorwaarden in strijd zouden zijn met bijzondere voorwaarden overeengekomen tussen de partijen, hebben de bijzondere voorwaarden voorrang.




Artikel 3




Geen enkel protest wegens zichtbare gebreken, ontbrekende goederen of niet-conforme levering kan worden gedaan na de dag van de levering. Deze klachten moeten, mits ze gegrond en naar behoren gemotiveerd zijn, verplicht en onmiddellijk per aangetekend schrijven met bericht van ontvangst rechtstreeks aan Ursa worden verzonden, zodra het goed wordt ontvangen.




Alle klachten wegens verborgen gebreken moeten, mits ze gegrond en naar behoren gemotiveerd zijn, verplicht per aangetekend schrijven met bericht van ontvangst rechtstreeks aan Ursa worden verzonden, ten laatste binnen de acht dagen na de ontvangst van de goederen of de ontdekking van het verborgen gebrek.




In het geval van fabricagefouten in de geleverde goederen, kan de koper enkel de vervanging eisen van de gebrekkige waar zonder enige vergoeding van rechtstreekse of onrechtstreekse schade.




Artikel 4




In ieder geval, in de mate dat zij niet kan worden uitgesloten door de wet, zal de aansprakelijkheid van Ursa in haar geheel beperkt worden tot de orderprijs van de goederen.




De koper moet zich conformeren aan en zijn medewerkers vragen zich te conformeren aan alle instructies, systemen en gebruiks- en veiligheidsvoorzieningen verschaft door URSA, evenals aan alle andere voorzorgsmaatregelen op het gebied van veiligheid, bij het gebruik en het onderhoud van de goederen.




Artikel 5




De goederen worden geleverd en, in voorkomend geval, geretourneerd op risico van de koper. De terugzending van goederen waarvan de port niet is betaald, wordt geweigerd.




Artikel 6




De leveringstermijnen worden steeds ten indicatieve titel opgegeven. De overschrijding van een termijn kan geen reden opleveren voor de verbreking van het contract. In voorkomend geval, zal de verbreking geen gevolg hebben dan na voorafgaande schriftelijke ingebrekestelling, waarbij een laatste redelijke leveringstermijn wordt opgegeven.




De facturen van URSA zijn betaalbaar te Waregem (Desselgem). Iedere factuur die niet is betaald op de vastgestelde vervaldag zal een intrest doen lopen van 1 % per maand zonder dat een ingebrekestelling nodig is. Bij niet-eerbiediging van de betalingstermijnen wordt het saldo van de schuldvordering onmiddellijk opeisbaar.




Artikel 7




Alle innings- en protestkosten zijn ten laste van de koper. Het aanbieden van wissels verandert de plaats van betaling niet.




Artikel 8




De Rechtbanken van Kortrijk en van Waregem zijn exclusief bevoegd om kennis te nemen van ieder(e) geschil of betwisting tussen de partijen. Het Belgische recht is exclusief van toepassing.




Artikel 9




In geval van gehele of gedeeltelijke niet-betaling van de schuld op de vervaldag, zal het schuldsaldo automatisch worden verhoogd met een forfaitaire schadevergoeding van 12 % van de hoofdbedragen, met een minimum van 50 euro. Deze schadevergoeding is verschuldigd zelfs ingeval termijnen en uitstel werd(en) toegekend. In geval van laattijdige betaling, wordt het saldo onmiddellijk inbaar.




Artikel 10




De uitvoering van nieuwe bestellingen mag geweigerd worden indien facturen onbetaald blijven.




Artikel 11




In geval van overmacht, kan URSA de leveringen opschorten of annuleren. Onder overmacht wordt onder meer verstaan brand, staking, griepepidemie, enz...




Artikel 12




De bestellingen zijn uitsluitend bindend voor URSA, na schriftelijk te zijn bevestigd door URSA. Indien bestellingen worden gedaan met uitgestelde leveringstermijnen en de prijs werd gebaseerd op de kleinhandelsprijs verminderd met een eventuele reductie, dan zal de prijs aangerekend worden die geldt op de dag van de levering. Deze prijs kan hoger of lager zijn dan degene die van kracht was op de dag van de bestelling.




Artikel 13




De geleverde goederen blijven de eigendom van URSA (zelfs wanneer zij zijn gewijzigd/verwerkt) tot op het moment waarop de goederen en alle andere schulden ingevolge tegenwoordige en toekomstige contracten, betaald zijn. De koper blijft verantwoordelijk voor deze goederen en staat in voor hun eventueel verlies. In geval van wijziging/verwerking van de goederen, van verkoop aan een derde of van kredietverkoop, doet de koper afstand van zijn schuldvorderingen tegenover derden ten voordele van URSA.




Artikel 14




Wanneer de koper nalaat zijn verbintenissen uit te voeren, zal de verkoop van rechtswege en zonder ingebrekestelling ontbonden zijn. De wilsuiting hiertoe per aangetekend schrijven door de verkoper zal hiervoor volstaan.




Artikel 15




Indien de solvabiliteit van de koper een minder gunstige keer neemt, behoudt URSA zich het recht voor, zelfs na gedeeltelijke verzending van de goederen, alle waarborgen te eisen van de koper die zij nodig acht voor de goede uitvoering van de aangegane verbintenissen. De weigering hieraan te voldoen geeft het recht aan Ursa om de gehele bestelling of een gedeelte ervan te annuleren, zonder dat hierdoor enig recht op schadevergoeding ontstaat voor de koper.




Artikel 16




Gegevensbeschermings verklaring: Gelieve er rekening mee te houden dat we de persoonsgegevens in uw antwoorden op onze correspondentie kunnen verwerken en we ons ertoe verbinden deze te beschermen en de toepasselijke wetgeving inzake gegevensbescherming na te leven, met name Verordening (EU) 216/679 van het Europees Parlement en de Raad van 27 april 2016 (“AVGB”). We wijzen u erop dat we verantwoordelijk zijn voor de verwerking en we de voornoemde persoonsgegevens zullen behandelen teneinde de communicatie van de Onderneming te beheren. Gelieve voor nadere informatie met betrekking tot de verwerking van persoonsgegevens in verband met onze zakelijke relatie de informatie inzake gegevensprivacy op onze hieronder vermelde website te raadplegen. Als u nog vragen hebt omtrent deze verwerking of geïnteresseerd bent in het uitoefenen van uw wettelijke rechten uit hoofde van de AVGB, kunt u contact opnemen met onze gegevensbeschermingsmedewerker/coördinator via dit e-mailadres: privacy.ursa@etexgroup.com.




Privacy policy




Artikel 17




URSA behoudt zich het recht voor, om op ieder moment, de technische eigenschappen van de bestelde producten te wijzigen onder voorbehoud dat de voornoemde wijzigingen geen vermindering van de thermische en/of akoestische prestaties van de bestelde producten met zich meebrengen.


























							

						


				    

				

			


						
			
				
				    

						
						
							URSA TERRA commercial warranty

							
						


						
						
							
								
The present commercial warranty is issued by URSA BENELUX BV, company number VAT BE0437667661 with its registered office at Pitantiestraat 127; 8792 Desselgem (hereinafter referred to as the ‘Warrantor’) and this exclusively in respect of the URSA Terra products sold by the Warrantor (hereinafter referred to as the ‘Materials’).    




The present commercial warranty does not affect or limit in any way the mandatory legal remedies upon which the Purchaser can rely under the applicable national legislation. However, if the Purchaser claims and receives a compensation under applicable legislation, the Purchaser waives all rights to any compensation under this commercial warranty.




Warranty




According to the conditions and within the limits determined herein, the Warrantor issues the following warranty:




The Warrantor warrants that at the time of delivery and 10 years after the time of delivery, the Materials meet the material specifications and tolerancelimits as stipulated in the material information sheet applicable at the time of delivery and available on the following website: www.ursa.be .  Under time of delivery is understood the moment when the Materials are sold and delivered by the Warrantor to its direct customer.




Conditions and Limitations




	The warranty is only applicable if the Materials have been stored, transported, handled, installed, and maintained according to the standards of good practice, the local technical standards issued by an official body and the guidelines of the Warrantor as stipulated in the material information sheet and installation guidelines as applicable at the time of delivery.  

	The warranty is only applicable if the Materials have been installed using the accessories specified or recommended by the Warrantor, or other accessories of equal quality pre-approved in written form by the Warrantor prior to installation. The warranty shall be excluded for all damages caused by chemical or biological aggression, exceptional circumstances like storm, flooding, unusual climatic conditions, and other cases of ‘force majeure’, air pollution, environmental exposure, dust, moss and in general all damages due to external factors as well as all other damages who could easily have been avoided by regular maintenance and check-up.

	The Warrantor must be informed immediately in writing not later than two weeks after the first damage has been noticed and be given the opportunity to inspect the damages. Upon first request, the Purchaser will provide details of the damage(s), proof of purchase (invoice) and pictures of the damage(s). In case of failure to do so, the present commercial warranty will be void.

	In case of a valid warranty claim, to be proven by the Customer, the Warrantor will, at its sole discretion, either repair the Materials using the means and techniques deemed most suitable or provide new Materials to be delivered free of any charge at the construction site. All other costs including but not limited to demolition, removal and replacement of the defective Materials and the associated costs are excluded.

	The present commercial warranty is in any event limited to the invoice amount of the Materials initially delivered. All indirect or consequential damages, loss of profits, missed opportunities, envisaged cost savings, loss of production under which form or nature whatsoever, are excluded from the present commercial warranty.

	Every offer made under the present Warranty by the Warrantor to settle a warranty claim is made under reserve of all rights. An eventual acceptance is deemed to be a full and final settlement whereby the claimant waives all his rights against the Warrantor. In the event of any remedial intervention by the Warrantor under the warranty, the original warranty period continues to run and is not renewed.

	In case of changes to the present commercial warranty, the commercial warranty in force at the date of delivery shall apply.

	The present warranty is governed by the laws of Belgium (1) excluding its contract of law principals. Any claim or dispute regarding the interpretation and execution of the present warranty, shall be exclusively submitted to the courts of Belgium (2).





(1) Law of the country where the Warrantor has its registered seat
(2) Courts of the country where the Warrantor has its registered seat




URSA BENELUX BV
Pitantiestraat 127
8792 Desselgem
Belgium









BTW nr: BE0437667661
RPR KORTRIJK

							

						


				    

				

			


			
			
				
				    

						
						
							Cookie Policy

							
						


						
						
							
								Lorem ipsum dolor sit amet

								Lorem ipsum dolor sit amet, consectetur adipiscing elit. Quisque tempor efficitur massa, ut aliquet mi luctus convallis. Nunc lobortis justo eu volutpat finibus. Fusce tincidunt urna sit amet sapien pulvinar, a tincidunt dolor aliquet. Nam nisi purus, congue eu neque pretium, rhoncus congue elit. Morbi venenatis nec ante quis faucibus. Fusce vel ante ut sem sodales rutrum at vel enim. Nulla at pellentesque est, ac vehicula nisl. Ut sit amet pulvinar tellus.


 								Nunc sed dapibus ligula. Duis sed enim a ligula efficitur placerat. Ut nec dui egestas, mollis enim in, sagittis nunc. Vestibulum a sem a mi dapibus vestibulum. Vivamus sit amet tristique tellus. Donec ut vulputate odio, in pharetra nibh. Ut aliquam nisi arcu, in finibus erat dignissim eu.


 								Ut viverra eget orci ultricies elementum. Fusce mattis tincidunt mauris, id suscipit nibh laoreet ac. Nulla augue nisi, fermentum et ipsum id, varius maximus justo. Mauris in tempus tortor. Nunc ultricies, nunc at placerat scelerisque, ipsum urna ultricies ligula, ac interdum felis ligula in sapien. Vivamus vehicula fringilla fringilla. Aliquam eu magna vitae lectus consectetur imperdiet. Duis gravida condimentum iaculis. Suspendisse fringilla, nunc et ullamcorper aliquet, nisi sapien sodales urna, dapibus pulvinar erat est eu lectus. Sed ac sagittis elit. Vivamus a porttitor nisl, nec posuere sapien. Donec egestas lacinia elit. Donec molestie, dui ac congue sodales, augue orci pharetra lectus, tincidunt maximus turpis augue pretium dui. Cras rhoncus est lacus, vitae lobortis ligula scelerisque et. Aliquam a purus risus.


								Donec placerat, odio ultricies volutpat semper, felis nunc efficitur sapien, at placerat sem urna vel neque. Duis iaculis sagittis ante, sit amet aliquam justo finibus ac. Duis laoreet ultricies ipsum, ut sollicitudin nisl cursus ac. Phasellus metus augue, finibus vehicula dolor tincidunt, vulputate mollis sem. Curabitur dictum gravida purus sed aliquet. Curabitur imperdiet nulla sit amet leo pretium, eu iaculis lectus pharetra. Suspendisse imperdiet tellus urna, quis egestas metus placerat vel. Donec posuere libero sed erat auctor congue quis vel dui. Nunc a dapibus lectus. Praesent volutpat in quam et efficitur. Nam aliquam eros orci, sit amet gravida enim ultrices eu. Quisque egestas massa sed varius ultrices.


								Ut eu hendrerit odio. Curabitur at mi consectetur, condimentum tortor ut, interdum nulla. Ut blandit erat dui, at varius ex facilisis in. Cras vehicula luctus cursus. In ut magna auctor lacus lobortis condimentum ut non nulla. Cras consequat nisl et aliquam tristique. Morbi et sapien eget est venenatis ultricies non eget diam.
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